**Radio Frequency Attack**

**Description**

an attacker could use a directional antenna and a radio-frequency generator to produce a large electromagnetic field, forcing the internal random key generators of large hardware devices such as ATMs and EFTPOS terminals to latch-up and produce predictable keys. [1] [2]
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